Sjoerd’s vulnerability bingo

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Old JavaScriptoutdated JavaScript library | X-Forwarded-Forclient IP set by header | File uploadarbitrary file upload | SQLiSQL injection | Directory listingdirectory listing enabled |
| HTTPplaintext HTTP usage | phpinfophpinfo.php available | Clickjackingcan be loaded in iframe | File downloadarbitrary file download | unserializeuser input is unserialized |
| Source codesource code disclosure | authenticationmissing authentication check | IDORinsecure direct object references | Admin interfaceopen administrative interface | Weak passwordweak passwords used |
| GET/POSTinterchangable GET/POST | RCEcommand injection | DoSdenial of service | CSRFcross site request forgery | XSSstored cross site scripting |
| Brute-forcemissing brute-force protection | SSRFserver side request forgery | Insecure hashespasswords not correctly hashed | CORSinsecure CORS configuration | Git directorypublic version control directory |